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Dear PSG Conference Delegates,

The theme for Protective Security in Government (PSG) 2022 
conference is Security: Past, Present, & Future.    

This theme allows our delegates and speakers to approach 
practical discussions around security through a multi-faceted 
lens that is necessary, now more than ever, as we attempt to 
navigate an increasingly Volatile, Uncertain, Complex and 
Ambiguous (VUCA) world. We need to continually evolve, learning 
from hindsight, gaining insight and leveraging foresight. To be 
successful in an operating environment that requires us to “do 

more with less, quicker” we need to constantly adapt our security risk management approaches and 
look to silo-bust and build robust high-performance cultures that embed security as an enabler not 
simply a compliance activity.

The PSG is an opportunity to hear directly from the government policy owners and practitioners 
shaping our national security and industry. An opportunity to network and collaborate with peers 
who are putting policy into practice. We hope that the PSG provides a space that enables those with 
the common purpose of creating a strong and robust security and risk practice to support their 
professional endeavours. Ideally, we aim to create and enhance networks, so that knowledge and 
experience can be shared towards finding solutions to our current and future threats.

With the new sets of legislative reforms in 2021 and 2022 focusing on the Security of Critical 
Infrastructure (SoCI), there is an urgent requirement to strengthen the national security and resilience 
of Australia in the digital age. Many departments and agencies have critical infrastructure (CI) or work 
with stakeholders who may own and operate CI as such these reforms are important for Government 
too, especially in light of the extended requirement for SoCI stakeholders to develop risk management 
programs that also address supply chain risk.
 
In addition to the PSPF principles and pillars, a key focus of this year’s PSG is cyber security. One of 
the major catalysts for the SoCI expansion was a substantial increase in cyber-attacks, with the United 
Nations reporting a 600% increase in attacks. Perhaps the most sobering aspect of these attacks is 
that 25% were aimed at CI organisations, with the Global Risk Report 2022 by the World Economic 
Forum concluding that Australia’s number one risk concern is “Failure of Cyber Security Measures”.  
We welcome you and welcome your participation in the next two days, and after the event, in practice, 
towards a holistic approach to Protective Security Implementation that moves from compliance to 
include Resilience and Presilience as inbuilt drivers.

 
Sincerely, 

  
Dr Gavriel Schneider
Program Convenor



We would like to thank our PSG Conference
2022 Partners and Sponsors

Engage and Ask Your Questions Live!
Audience Q&A and Polls
There’s no need to download anything or sign up! All you need to do to go to the 
audience interaction platform is an event code or scan the QR code.

Using your device, open a  
browser and go to slido.com1

2 Enter the event code #PSG2022
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CONFERENCE SCHEDULE
DAY 1 - 20 OCT 2022, 8:30 AM – 4:45 PM
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CONFERENCE DINNER 5:30 PM – 8:30 PM

DAY 2 - 21 OCT 2022, 8:30 AM – 4:15 PM
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AUSTRALIAN SECURITY RESEARCH CENTRE (ASRC)
Securing Our Critical Infrastructure (White Paper) 
Why the Security of Critical Infrastructure Has Never Been More Important

Published in 2022, the White Paper was developed to consolidate 
the application of the crucial considerations for securing 
Critical Infrastructure (CI). The paper aims to provide context, 
background, and insights to assist and guide asset owners 
and operators, solutions providers, and other stakeholders – 
not just why the security of critical infrastructure is important, 
but what aspects need to be considered to achieve it. Hamish 
Hansford, the Head of Cyber and Infrastructure Security Centre, 
Department of Home Affairs affirms that Securing Australia’s 
critical infrastructure has never been more important or 
more challenging. With the significant 
technological advancements over 
the past twenty years, as well as the 
current geo-political landscape, the 
protection of critical infrastructure is 
one of our most important priorities.

Download your copy of the Securing 
Our Critical Infrastructure White Paper 

by scannig the QR Code:

AFS offers courses in: 
 

-  Government Investigations
-  Government Security
-  Personnel Vetting
-  Fraud Control
-  Risk Analysis
-  Cyber Security

For more courses and information visit: www.afsi.com.au

Australian Forensic Services
Registered Training Organisation 4282

Australian Forensic Services (AFS) has been delivering quality nationally 
recognised training since 1994.

Courses can be contextulised to your departmental needs.
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Risk 2 Solution Group are leaders in integrated risk solutions. Our group of companies are proud to lead 
the way in how risk is managed and assist our clients to turn Risk 2 Opportunity.    

Our integrated service streams provide for the very best Risk Intelligence, Culture and Management, 
Safety, Security, Medical, Consulting, Intelligence and Education solutions.  

We offer a unique, turnkey, Business Contract Management Outsourcing solution for clients, which 
enable us to provide holistic integrated solutions, that address multiple risks or focused solutions, that 
address a specific area. 
 
Our innovative approaches to risk management have been acknowledged as best practice by companies 
such as Anglo American and recognized by leading academic institutions such as the Australian 
Catholic University (ACU). Our consultants have provided risk management solutions to hundreds of 
organisations and training services to thousands of participants worldwide.

INSTITUTE OF STRATEGIC RISK MANAGEMENT (ISRM)
ISRM Global Journal 2022 Security: Past, Present & Future

The ISRM Journal has grown from its original ANZ perspective to 
become one with a genuinely global reach and perspective. It is my 
hope that this journal will not only come to be seen as a repository 
of the writing by some of the world’s leading authorities on the 
whole range of issues that they are involved in, put will inspire the 
next generation to take up the torch and to carry to forwards the 
legacy that previous generations of academics, practitioners and 
policy makers have left.

ISRM is a global centre where 
practitioners, academics and policy 
makers can come together for 
strategic risk and crisis management.

Download your copy of the ISRM 
Global Journal 2022 by scannig the 

QR Code:
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Protective Security  
Policy Framework

Find out more about the PSPF at protectivesecurity.gov.au

The Protective Security 
Policy Framework 
(PSPF) helps Australian 
Government entities to 
protect their people, 
information and assets, 
both at home and overseas.

The Attorney-General’s Department 
can support your entity to implement 
the PSPF. Contact the PSPF team at 
pspf@ag.gov.au or call 02 6141 3600


